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1. Overall Description:

SA3 has discussed the questions from SA2 on data and analytics exchange between two NWDAFs in different PLMNs, and would like to provide the following answers:
Question 1:  Does SA3 have feedback to the security aspects outlined in the key issue description? For example, are there any privacy and security protection for data and/or analytics exchange between PLMNs (VPLMN and HPLMN) already defined in SA3 or are there any privacy and security issues foreseen when exchange data and/or analytics between PLMNs?
Answer: SA3 is currently working on FS_eNA_SEC_Ph3 "Study on security aspects of enablers for Network Automation for 5G - phase 3", where Key Issue #1 "Protection of data and analytics exchange in roaming case" describes the security threats and potential security requirements related to this SA2 key issue, see TR 33.738 clause 5.1. The mechanism for security protection for data and/or analytics exchange between PLMNs is still under study in SA3, with one solution proposed so far (see solution #5 in TR 33.738) and conclusion not reached yet.
Question 2: Whether it is necessary to verify user consent for UE-specific data and/or analytics by the VPLMN? If so, what scenario required user consent verification? How to verify user consent in roaming scenario in VPLMN?
Answers: SA3 is currently working on FS_UC3S_Ph2 "Study of Security aspects on User Consent for 3GPP Services Phase 2", where Key Issue #1 "User consent for roaming case in eNA" is to address the user privacy issue with respect to user consent, see TR 33.896 clause 5.1. The means for a HPLMN/VPLMN to check of user consent for the roaming scenario in eNA is still under study in SA3. The view in SA3 is that user consent for UE-specific data and/or analytics should be verified by the VPLMN via interactions with the HPLMN, and the detailed procedure will be determined based on relevant procedures in Rel-17 through coordination between SA2 and SA3.
2. Actions: 
To SA2:

SA3 kindly asks SA2 to take the above answers into account.

3. Dates of Next SA3 Meetings:

SA3#109
November 14 – 18, 2022
Toulouse, FR
SA3#109bis
January 16 – 20, 2023
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